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Do you ever before know guide Management Of Information Security By Michael E. Whitman, Herbert J.
Mattord Yeah, this is an extremely appealing book to review. As we informed previously, reading is not kind
of obligation task to do when we have to obligate. Reviewing must be a practice, a great practice. By
checking out Management Of Information Security By Michael E. Whitman, Herbert J. Mattord, you can
open the brand-new world as well as get the power from the globe. Every little thing can be obtained with
guide Management Of Information Security By Michael E. Whitman, Herbert J. Mattord Well briefly, book
is very powerful. As just what we supply you here, this Management Of Information Security By Michael E.
Whitman, Herbert J. Mattord is as one of reading e-book for you.

Review
1. Introduction to Management of Information Security. 2. Planning for Security. 3. Planning for
Contingencies. 4. Information Security Policy. 5. Developing the Security Program. 6. Security Management
Models. 7. Security Management Practices. 8. Risk Management: Identifying and Assessing Risk. 9. Risk
Management: Controlling Risk. 10. Protection Mechanisms. 11. Personnel and Security. 12. Law and Ethics.
Appendix A. NIST SP 800-26, Security Self-Assessment Guide for Information. Technology Systems and
ISO 27002 Questionnaire. Appendix B. Risk Management Models.

About the Author
Michael Whitman, Ph.D., CISM, CISSP is a Professor of Information Security at Kennesaw State
University, Kennesaw, Georgia, where he is also the Executive Director of the KSU/Coles College of
Business Center for Information Security Education. In 2004, 2007, 2012 and 2015, under his direction the
Center for Information Security Education spearheaded KSU's successful bid for the prestigious National
Center of Academic Excellence recognitions (CAE/IAE and CAE IA/CD) awarded by the Department of
Homeland Security and the National Security Agency. Dr. Whitman is also the Editor-in-Chief of the
Information Security Education Journal, and Director of the Southeast Collegiate Cyber Defense
Competition. Dr. Whitman is an active researcher and author in Information Security Policy, Threats, and
Curriculum Development, as well as Ethical Computing. He currently teaches graduate and undergraduate
courses in Information Security. Dr. Whitman has several information security textbooks currently in print -
Principles of Information Security, 5th Ed., Management of Information Security, 5th Ed., Readings and
Cases in the Management of Information Security, Volumes I and II, The Hands-On Information Security
Lab Manual, 4th Ed., Principles of Incident Response and Disaster Recovery, 2nd Ed., The Guide to
Network Security and The Guide to Firewalls and Network Security, 3rd Ed. all from Cengage Learning. He
has published articles in Information Systems Research, the Communications of the ACM, the Journal of
International Business Studies, Information and Management, and the Journal of Computer Information
Systems. Dr. Whitman is a member of the Association for Computing Machinery, the Information Systems
Security Association, ISACA and the Association for Information Systems. Prior to coming to academia, Dr.
Whitman was an officer in the U.S. Army, where he had the responsibilities of ADPSSO (Automated Data
Processing System Security Officer).



Herbert Mattord, Ph.D., CISM, CISSP completed 24 years of IT industry experience as an application
developer, database administrator, project manager, and information security practitioner before joining the
faculty at Kennesaw State University, where he is Assistant Chair of the Department of Information Systems
and Associate Professor of Information Security and Assurance program. Dr. Mattord currently teaches
graduate and undergraduate courses in Information Security & Assurance as well as Information Systems.
He and Michael Whitman are the authors of Principles of Information Security, 5th Ed, Management of
Information Security, 5th Ed, Readings and Cases in the Management of Information Security, Principles of
Incident Response and Disaster Recovery, 2nd Ed, The Guide to Network Security, and The Hands-On
Information Security Lab Manual, 4th Ed all from Cengage Learning. Dr. Mattord is an active researcher and
author in Information Security Management and related topics. He has published articles in the Information
Resources Management Journal, Journal of Information Security Education, the Journal of Executive
Education, and the International Journal of Interdisciplinary Telecommunications and Networking. Dr.
Mattord is a member of the Information Systems Security Association, ISACA, and the Association for
Information Systems. During his career as an IT practitioner, Dr. Mattord was an adjunct professor at
Kennesaw State University, Southern Polytechnic State University in Marietta, Georgia, Austin Community
College in Austin, Texas, and Texas State University: San Marcos. He was formerly the Manager of
Corporate Information Technology Security at Georgia-Pacific Corporation, where much of the practical
knowledge found in this and other textbooks was acquired.
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Management Of Information Security By Michael E. Whitman, Herbert J. Mattord How can you
change your mind to be much more open? There numerous sources that could assist you to boost your
thoughts. It can be from the various other experiences and tale from some people. Reserve Management Of
Information Security By Michael E. Whitman, Herbert J. Mattord is among the relied on sources to obtain.
You could find plenty publications that we share here in this site. And currently, we reveal you one of the
most effective, the Management Of Information Security By Michael E. Whitman, Herbert J. Mattord

This is why we recommend you to constantly see this resource when you need such book Management Of
Information Security By Michael E. Whitman, Herbert J. Mattord, every book. By online, you could not go
to get guide shop in your city. By this on-line collection, you can find the book that you actually want to read
after for long period of time. This Management Of Information Security By Michael E. Whitman, Herbert J.
Mattord, as one of the suggested readings, oftens be in soft file, as every one of book collections here. So,
you could also not get ready for few days later to receive as well as review guide Management Of
Information Security By Michael E. Whitman, Herbert J. Mattord.

The soft file means that you have to visit the web link for downloading then save Management Of
Information Security By Michael E. Whitman, Herbert J. Mattord You have actually possessed guide to
review, you have actually presented this Management Of Information Security By Michael E. Whitman,
Herbert J. Mattord It is easy as going to guide establishments, is it? After getting this quick explanation,
ideally you could download one and also start to read Management Of Information Security By Michael E.
Whitman, Herbert J. Mattord This book is extremely easy to check out every time you have the leisure time.
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Most helpful customer reviews

24 of 28 people found the following review helpful.
Philosophical (Textbook) exposition of InfoSec
By Patrick Thompson
If you're looking to get down into the nitty-gritty of infosec, for ways and methods of securing networks and
systems, then this probably isn't the book you need. This is a textbook and so it overs a fairly high level
viewpoint, even philosophical approach, to infosec. The granualarity just isn't there for the practising person
to gain much from this in a substantive way.

That said, the book does provide a readable and useful overview of all aspects of the infosec planning and
administration process. Each chapter has questions yet no answers. Chapters include:

Introduction to the management of info sec
Planning for infosec
Planning for contingencies
Information security policy
Developing the security program
Security Management models and practices
Risk Management: identifying and assessning risk
RIsk Management: Assessing and controlling risk
Protectiion Mechanisms



Personnel and security
Law and Ethics
Information Security Project management (the weakest chapter in the book...meant as an introduction)

While the authors won't tell you how to configure a firewall for example, they will teach you who, how and
why this must be done and what must be done to guide and support decisions like this in an organizational
environment. This book is about top down security management. It teaches you to use policy, procedures,
people, programs, projects and planning in a three dimenional security matrix: confidentiality, integrity,
availability, security, transmission, processing, policy, technology and education/training with regard to
people, data, hardware, software and procedures, all within the methodology of the secSDLC. So it is a
philsophical journey thorugh the heart of the matter written by two guys who obviously know and enjoy their
subject.

This books is well written and has a number inserts highlighting differrent things like different types of
attacks, concepts like human firewalls and such that enhance the readability while leading a connection to
reality that threatens to become a little tenuous when dealing with much abstraction.

SO, a good textbook. I used it for a subject I took and found it useful. WHile it may be a little dry at times,
due to the technical nature of the material, if you are serious about learning information security then the
need to be consistently entertained is probably just a little alien to your nature anyway. This book will give
you an excellent grounding in the things you should be condisering and doing when planning, analyzing,
designing, implementing and managing and maintaining infosec.

An excellent addition and support for the material presented in the book- as referred by the authors- is bunch
of free materials published by the National Institute of Standards and Technology, found at the computer
security resource center. These include papers such as SP 800-12, SP 800-14, and so forth. The website is
[...] It is important to check this out if you are serious about infosec. This book is a good starting point for
deliving deeper into that world.

8 of 8 people found the following review helpful.
Hard to Read
By Paul S. Heath
My teacher assigned this book for our class and it is one of the hardest and driest books to read. I feel like
every chapter is the same and I am reading a slightly different versions of chapter one. To top it off I have to
take a quiz on the information. Even the powerpoints that accompany the book are 55 slides or more.
I think this book suffers mainly from lazy writing and lazy editing. If this book had been properly edited it
would have been a third of the size that it is and the student would walk away with the meat of the subject
instead of a little meat and a whole lot of fat.

8 of 10 people found the following review helpful.
Let's be as unclear as possible...
By Simon
The book is quite frustrating if you need to use it for your studies as I do.

A lot of it is really obvious, but the authors do like to repeat and rehash points in quite a confusing order.
They would be better off providing more examples that fit exactly with what they are trying to explain, but
instead they grabbed too many examples from other sources, which do not appear to fit as neatly with their
processes as I suspect would be best. It certainly fills up the pages, but adds confusion. It's a big subject, so it
will never be an easy task, but surely these guys can employ writers to look at their work objectively. Too
many technical people write books with the notion of the book being very good because they think everyone



thinks like they think... Wrong.

And to be honest it is a boring book. It's not even like it's a boring subject, because it really does affect so
much of our working and personal lives nowadays. Somehow they just seemed to be able to make it seem
more excruitatingly boring than it really is!... I suppose that's a skill in itself!

See all 54 customer reviews...
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It's no any mistakes when others with their phone on their hand, and also you're too. The distinction could
last on the product to open Management Of Information Security By Michael E. Whitman, Herbert J.
Mattord When others open the phone for talking and chatting all things, you can often open up and also
check out the soft data of the Management Of Information Security By Michael E. Whitman, Herbert J.
Mattord Certainly, it's unless your phone is offered. You can likewise make or save it in your laptop
computer or computer system that reduces you to check out Management Of Information Security By
Michael E. Whitman, Herbert J. Mattord.
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